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 8) per godimento di beni di terzi; 
  9) per il personale:  
   a)   salari e stipendi; 
   b)   oneri sociali; 
   c)   trattamento di fine rapporto; 
   d)   trattamento di quiescenza e simili; 
   e)   altri costi; 
  10) ammortamenti e svalutazioni:  
   a)   ammortamento delle immobilizzazioni immateriali; 
   b)   ammortamento delle immobilizzazioni materiali; 
   c)   altre svalutazioni delle immobilizzazioni; 
   d)   svalutazioni dei crediti compresi nell’attivo circolante e 

delle disponibilità liquide; 
 11) variazioni delle rimanenze di materie prime, sussidia-

rie, di consumo e merci; 
 12) accantonamenti per rischi; 
 13) altri accantonamenti; 
 14) oneri diversi di gestione. 
 Totale. 
 Differenza tra valore e costi della produzione (A - B) 

   C)    Proventi e oneri finanziari:  
 15) proventi da partecipazioni, con separata indicazione di 

quelli relativi ad imprese controllate e collegate e di quelli relativi a 
controllanti e a imprese sottoposte al controllo di quest’ultime; 

  16) altri proventi finanziari:  
   a)   da crediti iscritti nelle immobilizzazioni, con separata 

indicazione di quelli da imprese controllate e collegate e di quelli da 
controllanti e da imprese sottoposte al controllo di queste ultime; 

   b)   da titoli iscritti nelle immobilizzazioni che non costitui-
scono partecipazioni; 

   c)   da titoli iscritti nell’attivo circolante che non costituisco-
no partecipazioni; 

   d)   proventi diversi dai precedenti, con separata indicazione 
di quelli da imprese controllate e collegate e di quelli da controllanti e 
da imprese sottoposte al controllo di queste ultime; 

 17) interessi e altri oneri finanziari, con separata indicazio-
ne di quelli verso imprese controllate e collegate e verso controllanti; 

 17  -bis  ) utili e perdite su cambi. Totale (15 + 16 - 17+ - 17 
  bis)  . 

   D)    Rettifiche di valore di attività e passività finanziarie:  
  18) rivalutazioni:  
   a)   di partecipazioni; 
   b)   di immobilizzazioni finanziarie che non costituiscono 

partecipazioni; 
   c)   di titoli iscritti all’attivo circolante che non costituiscono 

partecipazioni; 
   d)   di strumenti finanziari derivati; 
  19) svalutazioni:  
   a)   di partecipazioni; 
   b)   di immobilizzazioni finanziarie che non costituiscono 

partecipazioni; 
   c)   di titoli iscritti nell’attivo circolante che non costituisco-

no partecipazioni; 
   d)   di strumenti finanziari derivati; 
 Totale delle rettifiche (18 - 19). 
 Risultato prima delle imposte (A-B+-C+-D); 
 20) imposte sul reddito dell’esercizio, correnti, differite e 

anticipate; 
 21) utile (perdite) dell’esercizio.».   

  Note all’art. 5:

     — L’articolo 1 del decreto-legge 6 dicembre 2011, n. 201, conver-
tito, con modificazioni, dalla legge 22 dicembre 2011, n. 214, abrogato 
dal presente decreto, conteneva la disciplina della agevolazione fiscale 
«Aiuto alla crescita economica (ACE)».   

  23G00228

    MINISTERO DELLA GIUSTIZIA

  DECRETO  29 dicembre 2023 , n.  217 .

      Regolamento recante: «Decreto ai sensi dell’articolo 87, 
commi 1 e 3 del decreto legislativo 10 ottobre 2022, n. 150 e 
dell’articolo 4, comma 1 del decreto-legge 29 dicembre 2009, 
n. 193, convertito con modificazioni dalla legge 22 febbraio 
2010, n. 24, recante modifiche al decreto del Ministro della 
giustizia di concerto con il Ministro per la pubblica ammini-
strazione e l’innovazione 21 febbraio 2011, n. 44».    

     IL MINISTRO
DELLA GIUSTIZIA 

 Visto l’articolo 17, comma 3, della legge 23 agosto 
1988, n. 400; 

 Visto il decreto legislativo 10 ottobre 2022, n. 149, re-
cante «Attuazione della legge 26 novembre 2021, n. 206, 
recante delega al Governo per l’efficienza del processo 
civile e per la revisione della disciplina degli strumenti di 
risoluzione alternativa delle controversie e misure urgenti 
di razionalizzazione dei procedimenti in materia di diritti 
delle persone e delle famiglie nonché in materia di esecu-
zione forzata»; 

 Visto il decreto legislativo 10 ottobre 2022, n. 150, re-
cante «Attuazione della legge 27 settembre 2021, n. 134, 
recante delega al Governo per l’efficienza del processo 
penale, nonché in materia di giustizia riparativa e di-
sposizioni per la celere definizione dei procedimenti 
giudiziari»; 

 Visto l’articolo 36 del decreto-legge 24 febbraio 2023, 
n. 13, recante «Disposizioni urgenti per l’attuazione del 
Piano nazionale di ripresa e resilienza (PNRR) e del Pia-
no nazionale degli investimenti complementari al PNRR 
(PNC), nonché per l’attuazione delle politiche di coesio-
ne e della politica agricola comune», convertito con mo-
dificazioni dalla legge 21 aprile 2023, n. 41; 

 Visti il regio decreto 28 ottobre 1940, n. 1443, recante 
approvazione del codice di procedura civile, e il regio de-
creto 18 dicembre 1941, n. 1368, recante disposizioni per 
l’attuazione del codice di procedura civile e disposizioni 
transitorie; 

 Visti il regio decreto 19 ottobre 1930, n. 1398, recan-
te approvazione del testo definitivo del codice penale e 
il decreto del Presidente della Repubblica 22 settembre 
1988, n. 447, recante approvazione del codice di proce-
dura penale; 

 Visto il decreto legislativo 28 luglio 1989, n. 271, re-
cante norme di attuazione, di coordinamento e transitorie 
del codice di procedura penale; 
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 Visto il decreto legislativo 7 marzo 2005, n. 82, recan-
te «Codice dell’amministrazione digitale» e successive 
modificazioni; 

 Visto il decreto del Presidente della Repubblica 11 feb-
braio 2005, n. 68, recante «Regolamento recante dispo-
sizioni per l’utilizzo della posta elettronica certificata, a 
norma dell’articolo 27 della legge n. 16 gennaio 2003, 
n. 3»; 

 Visto il decreto-legge 18 ottobre 2012, n. 179, recante 
«Ulteriori misure urgenti per la crescita del Paese», con-
vertito con modificazioni dalla legge 17 dicembre 2012, 
n. 22; 

 Visto il decreto ministeriale 27 aprile 2009 recante 
«Nuove regole procedurali relative alla tenuta dei registri 
informatizzati dell’amministrazione della giustizia»; 

 Visto l’articolo 4 del decreto-legge 29 dicembre 2009, 
n. 193, recante «Interventi urgenti in materia di funziona-
lità del sistema giudiziario», convertito con modificazioni 
dalla legge 22 febbraio 2010 n. 24; 

 Visto l’art. 87, commi 1 e 3 del decreto legislativo 
10 ottobre 2022, n. 150; 

 Rilevata la necessità di definire le regole tecniche ri-
guardanti il deposito, la comunicazione e la notificazione 
con modalità telematiche degli atti del procedimento pe-
nale, anche modificando ove necessario, il regolamento 
di cui al decreto del Ministro della giustizia 21 febbraio 
2011, n. 44, e in ogni caso, assicurando la conformità al 
principio di idoneità del mezzo e a quello della certezza 
del compimento dell’atto; 

 Rilevata, altresì, la necessità di adeguare le vigenti re-
gole tecniche riguardanti il processo civile telematico alla 
disciplina contenuta nel Titolo V  -ter   («Disposizioni re-
lative alla giustizia digitale») delle disposizioni di attua-
zione del codice di procedura civile, come introdotto dal 
decreto legislativo 10 ottobre 2022, n. 149, nonché alla 
disciplina contenuta nell’articolo 36 del decreto-legge 
24 febbraio 2023, n. 13, che detta ulteriori disposizioni in 
materia di deposito telematico nei procedimenti di volon-
taria giurisdizione; 

 Rilevata, ancora, la necessità, di modificare il decreto 
ministeriale 21 febbraio 2011, n. 44, al fine di adeguare in 
maniera uniforme e comune le regole tecniche dei proce-
dimenti telematici, sia civili che penali, alle disposizioni 
processuali introdotte con il decreto legislativo 10 ottobre 
2022, n. 150, con il decreto legislativo 10 ottobre 2022, 
n. 149 e con il decreto-legge 24 febbraio 2023, n. 13, 
convertito, con modificazioni, dalla legge 21 aprile 2023, 
n. 41; 

 Rilevata, infine, la necessità di individuare gli uffici 
giudiziari e le tipologie di atti per cui possono essere adot-
tate anche modalità non telematiche di deposito, comuni-
cazione o notificazione, nonché i termini di transizione al 
nuovo regime di deposito, comunicazione e notificazione 
degli atti del procedimento penale; 

 Sentiti il Consiglio superiore della magistratura, che si 
è espresso nella seduta del 6 dicembre 2023, e il Consi-
glio nazionale forense in data 6 dicembre 2023; 

 Sentita l’Agenzia per l’Italia Digitale in data 30 no-
vembre 2023; 

 Acquisito il parere espresso dal Garante per la prote-
zione dei dati personali in data 30 novembre 2023; 

 Udito il parere del Consiglio di Stato espresso dalla Se-
zione Consultiva per gli Atti Normativi nell’adunanza del 
19 dicembre 2023; 

 Acquisito il concerto del Sottosegretario di Stato alla 
Presidenza del Consiglio dei ministri con delega all’inno-
vazione tecnologica, espresso in data 28 dicembre 2023, 
come richiesto dalla Sezione Consultiva per gli Atti Nor-
mativi del Consiglio di Stato; 

 Vista la comunicazione al Presidente del Consiglio dei 
Ministri in data 28 dicembre 2023; 

  ADOTTA
    il seguente regolamento:    

  Art. 1.

      Ambito di applicazione    

     1. Il presente decreto stabilisce le regole tecniche ri-
guardanti il deposito, la comunicazione e la notificazione 
con modalità telematiche degli atti e documenti, nonché 
la consultazione e gestione dei fascicoli informatici nel 
procedimento penale e nel procedimento civile, assicu-
rando la conformità al principio di idoneità del mezzo e a 
quello della certezza del compimento dell’atto.   

  Art. 2.

      Modifiche al decreto ministeriale
21 febbraio 2011, n. 44    

     1. Al decreto ministeriale 21 febbraio 2011, n. 44, sono 
apportate le seguenti modificazioni 

   a)    all’articolo 2, comma 1:  
 1) alla lettera   b)  , le parole «struttura tecnolo-

gica-organizzativa» sono sostituite dalle seguenti: «piat-
taforma informatica» e dopo le parole «l’accesso» sono 
inserite le seguenti: «o il collegamento»; 

 2) dopo la lettera   b)  , sono inserite le seguenti: 
«b  -bis  ): portale dei depositi telematici: piattaforma in-
formatica che consente il deposito di atti e documenti in 
formato digitale da parte dei soggetti abilitati esterni e 
degli utenti privati; b  -ter  ): portale delle notizie di reato: 
piattaforma informatica che consente il deposito di atti 
e documenti in formato digitale riservata agli ufficiali e 
agenti di polizia giudiziaria ed a ogni altro soggetto te-
nuto per legge alla trasmissione della notizia di reato;»; 

 3) dopo la lettera   e)   è inserita la seguente: «e  -
bis  ): servizio elettronico di recapito certificato qualifica-
to: il servizio elettronico di recapito certificato qualifi-
cato come definito dal Regolamento (UE) n. 910/2014 
(eIDAS);»; 

 4) la lettera   f)   è sostituita dalla seguente: «  f)   
identificazione informatica: processo di identificazione 
dell’utente abilitato interno o esterno per l’accesso ai ser-
vizi, alle piattaforme e alle risorse del dominio giustizia, 
mediante autenticazione elettronica, in conformità alle 
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disposizioni dettate in materia di identificazione e auten-
ticazione elettronica dal decreto legislativo 7 marzo 2005, 
n. 82 e dal Regolamento (UE) n. 910/2014 (eIDAS);»; 

 5) alla lettera   g)  , dopo le parole «firma elettro-
nica» è aggiunta la seguente «qualificata» e sono soppres-
se le parole «avanzata, basata su un certificato qualifi-
cato, rilasciato da un certificatore accreditato, e generata 
mediante un dispositivo per la creazione di una firma 
sicura»; 

 6) dopo la lettera   g)   è inserita la seguente: «g  -
bis  ): firma elettronica qualificata: firma elettronica avan-
zata, creata da un dispositivo per la creazione di una firma 
elettronica qualificata e basata su un certificato qualifi-
cato per firme elettroniche, di cui al Regolamento (UE) 
n. 910/2014 (eIDAS);»; 

 7) la lettera   h)   è sostituita dalla seguente: «  h)   
fascicolo informatico: fascicolo contenente gli atti e i 
documenti redatti in forma di documento informatico 
nonché le copie informatiche di atti e documenti redatti 
in forma di documento analogico, nel rispetto di quanto 
stabilito dal codice dell’amministrazione digitale e dalla 
disciplina processuale vigente;»; 

 8) dopo la lettera   h)   è inserita la seguente: «h  -
bis  ) applicativo informatico: insieme di programmi mes-
si a disposizione dal Ministero della giustizia ai soggetti 
abilitati interni;»; 

 9) alla lettera   m)  , al numero 3) dopo le parole 
«del giudice» sono aggiunte le seguenti: «, nonché le per-
sone fisiche che possono stare in giudizio personalmente 
e quelle che rappresentano un ente privato» e il nume-
ro 4) è sostituito dal seguente: «4) soggetti abilitati esterni 
pubblici: l’Avvocatura generale dello Stato, le avvocature 
distrettuali dello Stato, gli avvocati e i procuratori del-
lo Stato, gli altri dipendenti di amministrazioni statali, 
regionali, metropolitane, provinciali e comunali nonché 
il personale di polizia giudiziaria ed ogni altro soggetto 
tenuto per legge alla trasmissione della notizia di reato e 
delle comunicazioni successive;»; 

 10) alla lettera   q)   le parole «sentito DigitPa» 
sono sostituite dalle seguenti: «sentita l’Agenzia per l’Ita-
lia Digitale»; 

 11) la lettera   u)   è sostituita dalla seguente: «  u)   
pagoPA: il sistema dei pagamenti a favore delle pubbliche 
amministrazioni e dei gestori di pubblici servizi, che si 
avvale della piattaforma tecnologica di cui all’articolo 5, 
comma 2, del CAD;»; 

 12) la lettera   v)   è sostituita dalla seguente: «  v)   
Identificativo unico di versamento: codice numerico con-
forme agli standard stabiliti da pagoPA, che costituisce 
elemento identificativo delle operazioni che transitano su 
pagoPA.» 

 13) le lettere   z)   e   aa)   sono soppresse; 
   b)   all’articolo 7, al terzo comma, dopo le parole 

«è costituito» sono inserite le seguenti: «mediante i dati 
contenuti nell’indice di cui all’articolo 6  -quater   del CAD, 
ove disponibili, e»; 

   c)    dopo l’articolo 7, è inserito il seguente:  
 «Art. 7  -bis   (   Portale dei depositi telematici e 

delle notizie di reato   ). — 1. Il portale dei depositi tele-

matici consente la trasmissione in via telematica da parte 
dei soggetti abilitati esterni degli atti e dei documenti del 
procedimento. 

 2. Il portale delle notizie di reato consente la trasmis-
sione in via telematica da parte del personale di polizia 
giudiziaria e di ogni altro soggetto tenuto per legge alla 
trasmissione della notizia di reato di atti e documenti su 
canale sicuro protetto da un meccanismo di crittogra-
fia, in modo da assicurare l’identificazione dell’autore 
dell’accesso e la tracciabilità delle relative attività. 

 3. L’accesso ai portali di cui ai commi 1 e 2 avviene 
a norma dell’articolo 64 del codice dell’amministrazione 
digitale e secondo le specifiche stabilite ai sensi dell’ar-
ticolo 34. 4. Il portale dei servizi telematici mette a di-
sposizione dei soggetti abilitati esterni i servizi di consul-
tazione, secondo le specifiche tecniche stabilite ai sensi 
dell’articolo 34.»; 

   d)   all’articolo 8, comma 1, le parole «mettono a 
disposizione dei» sono sostituite dalle seguenti: «consen-
tono ai»; 

   e)    all’articolo 9:  
 1) il comma 1 è sostituito dal seguente: «1. Il 

fascicolo informatico contiene gli atti, i documenti, gli 
allegati, le ricevute di posta elettronica certificata, le ri-
cevute di pagamento e i dati del procedimento medesimo 
da chiunque formati, ovvero le copie informatiche dei 
medesimi atti quando siano stati depositati in forma di 
documento analogico.»; 

 2) il comma 3 è sostituito dal seguente: «3. Re-
stano fermi gli obblighi di conservazione dei documenti 
originali unici su supporto cartaceo previsti dal codice 
dell’amministrazione digitale o di atti e documenti depo-
sitati o comunque acquisiti in forma di documento analo-
gico in conformità alla disciplina processuale vigente.» 

 3) al comma 4, 
   a)   alla lettera   a)   la parola «la costituzione» è 

sostituita dalla seguente: «la formazione»; 
   b)   alla lettera   b)  , dopo le parole «del proce-

dimento» sono aggiunte le seguenti: «e di ogni altro spe-
cifico contenuto previsto dalla normativa processuale e 
regolamentare»; 

   c)   la lettera   c)   è sostituita dalla seguente: «  c)   
dell’elenco dettagliato degli atti e dei documenti depo-
sitati o comunque acquisiti, compresi quelli in forma di 
documento analogico;» 

   d)   la rubrica è sostituita dalla seguente: «Fa-
scicolo informatico»; 

   f)    l’articolo 11 è sostituito dal seguente:  
 «Art. 11 (   Formato dell’atto del procedimento in forma 

di documento informatico   ). — 1. L’atto del procedimento 
in forma di documento informatico è privo di elementi 
attivi ed è redatto nei formati previsti dalle specifiche 
tecniche di cui all’articolo 34, che stabiliscono altresì le 
informazioni strutturate destinate ad essere inserite nei 
registri informatici.»; 

   g)    all’articolo 13:  
 1) il comma 1 è sostituito dal seguente: «1. Nel 

procedimento civile, gli atti e i documenti in forma di do-
cumento informatico di cui agli articoli 11 e 12 possono 
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essere trasmessi da parte dei soggetti abilitati esterni, con 
modalità telematiche, secondo le specifiche tecniche sta-
bilite dall’articolo 34.»; 

  2) al comma 2:  
   a)   le parole «la ricevuta di avvenuta conse-

gna da parte del gestore di posta elettronica certificata del 
Ministero della giustizia» sono sostituite dalle seguenti: 
«la conferma della trasmissione, secondo le specifiche 
tecniche stabilite dall’articolo 34,»; 

   b)   dopo le parole «della giustizia» sono ag-
giunte le seguenti: «, senza l’intervento degli operatori 
della cancelleria, salvo il caso di anomalie bloccanti»; 

  3) al comma 3:  
   a)   al primo periodo, le parole «la ricevuta di 

avvenuta consegna» sono sostituite dalla seguente: «la 
conferma» e sono soppresse le seguenti: «, altresì,»; 

   b)   il secondo periodo è soppresso; 
 4) il comma 4 è sostituito dal seguente: «Nei 

procedimenti civili di volontaria giurisdizione si osser-
vano le apposite specifiche tecniche previste dall’arti-
colo 36, comma 1, del decreto-legge 24 febbraio 2023, 
n. 13, convertito con modificazioni dalla legge 21 aprile 
2023, n. 41»; 

 5) al comma 5, le parole «dei professionisti abi-
litati e» e la parola «pubblici» sono soppresse; 

 6) al comma 7, le parole «nonché dagli opera-
tori della cancelleria o della segreteria» sono soppresse; 

 7) alla rubrica, le parole «e degli utenti privati» 
sono sostituite dalle seguenti: «nel procedimento civile»; 

   i)    dopo l’articolo 13 è inserito il seguente:  
 «Art. 13  -bis   (   Trasmissione dei documenti da 

parte dei soggetti abilitati esterni nel procedimento pena-
le   ). — 1. Nel procedimento penale, gli atti e i documenti 
in forma di documento informatico di cui agli articoli 11 
e 12 sono trasmessi da parte dei soggetti abilitati esterni 
attraverso la procedura prevista dal portale dei depositi 
telematici o dal portale delle notizie di reato previa auten-
ticazione del soggetto depositante, secondo le specifiche 
tecniche previste dall’articolo 34. 

 2. Gli atti e i documenti di cui al comma 1, si intendono 
ricevuti dal dominio giustizia nel momento in cui viene 
generata la ricevuta di accettazione da parte del portale 
dei depositi telematici, che attesta il deposito dell’atto o 
del documento presso l’ufficio giudiziario competente, 
senza l’intervento degli operatori della cancelleria o della 
segreteria, salvo il caso di anomalie bloccanti. 

 3. Al fine di garantire la riservatezza degli atti e dei 
documenti da trasmettere, il soggetto abilitato esterno uti-
lizza un meccanismo di crittografia, secondo le specifiche 
tecniche stabilite ai sensi dell’articolo 34.»; 

   l)    l’articolo 14 è sostituito dal seguente:  
 «Art. 14 (   Documenti e allegati in forma di do-

cumento analogico   ). — 1. I documenti e gli allegati depo-
sitati in forma di documento analogico sono identificati e 
descritti nel fascicolo informatico, secondo le specifiche 
tecniche stabilite ai sensi dell’articolo 34. 

 2. La cancelleria o la segreteria dell’ufficio giudiziario 
provvede ad effettuare copia informatica dei documenti e 
degli allegati di cui al comma 1, e ad inserirla nel fasci-
colo informatico.»; 

   m)    l’articolo 15 è sostituito dal seguente:  
 «Art. 15 (   Deposito dell’atto del procedimento 

da parte dei soggetti abilitati interni   ). — 1. L’atto del 
procedimento, redatto in forma di documento informati-
co da un soggetto abilitato interno e sottoscritto con firma 
digitale o altra firma elettronica qualificata, è depositato 
nel fascicolo tramite l’applicativo l’informatico, secondo 
le specifiche tecniche stabilite ai sensi dell’articolo 34. 

 2. Se il provvedimento del magistrato è in forma 
di documento analogico, la cancelleria o la segreteria 
dell’ufficio giudiziario ne estrae copia informatica nei 
formati previsti dalle specifiche tecniche stabilite ai sen-
si dell’articolo 34 e provvede a depositarlo nel fascicolo 
informatico.»; 

   n)    l’articolo 16 è sostituito dal seguente:  
 «Art. 16 (   Comunicazioni o notificazioni per via 

telematica dall’ufficio giudiziario   ). — 1. Salvo che non 
sia diversamente stabilito dalla legge, la comunicazione o 
la notificazione per via telematica da un soggetto abilitato 
interno ad un soggetto abilitato esterno o all’utente priva-
to avviene mediante invio di un messaggio dall’indiriz-
zo di posta elettronica certificata dell’ufficio giudiziario 
mittente all’indirizzo di posta elettronica certificata del 
destinatario, indicato nel registro generale degli indirizzi 
elettronici, ovvero negli altri pubblici elenchi previsti dal-
le legge, secondo le specifiche tecniche stabilite ai sensi 
dell’articolo 34. 

 2. La comunicazione o la notificazione per via telema-
tica tra soggetti abilitati interni avviene in interoperabilità 
ai sensi del codice dell’amministrazione digitale, secondo 
le specifiche tecniche stabilite dall’articolo 34. 

 3. La cancelleria o la segreteria dell’ufficio giudiziario 
provvede ad effettuare una copia informatica degli atti e 
dei documenti formati e depositati in forma di documento 
analogico da comunicare o da notificare nei formati pre-
visti dalle specifiche tecniche stabilite ai sensi dell’artico-
lo 34, che conserva nel fascicolo informatico. 

 4. Le ricevute di avvenuta consegna e gli avvisi di man-
cata consegna sono conservati nel fascicolo informatico. 

 5. La comunicazione o la notificazione che contiene 
dati sensibili di cui all’articolo 9 del Regolamento (UE) 
2016/679 è effettuata per estratto con contestuale messa 
a disposizione dell’atto integrale nell’apposita area del 
portale dei servizi telematici, secondo le specifiche tec-
niche stabilite ai sensi dell’articolo 34 e nel rispetto dei 
requisiti di sicurezza di cui all’articolo 26, con modalità 
tali da garantire l’identificazione dell’autore dell’accesso 
e la tracciabilità delle relative attività. 

 6. Si applica, in ogni caso, il disposto dell’articolo 49 
del codice dell’amministrazione digitale.»; 

   o)    l’articolo 17 è sostituito dal seguente:  
 «Art. 17 (   Notificazioni per via telematica 

tramite UNEP   ). — 1. Le richieste di notifica per posta 
elettronica certificata sono inoltrate dai soggetti abilitati 
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interni ed esterni all’UNEP tramite posta elettronica cer-
tificata, secondo le specifiche tecniche stabilite ai sensi 
dell’articolo 34. 

 2. Il sistema informatico dell’UNEP individua l’indi-
rizzo di posta elettronica del destinatario dal registro ge-
nerale degli indirizzi elettronici, ovvero da uno degli altri 
pubblici elenchi previsti dalla legge. 

 3. Il sistema informatico dell’UNEP, eseguita la noti-
ficazione, trasmette per via telematica a chi ha richiesto 
il servizio il documento informatico con la relazione di 
notificazione sottoscritta mediante firma digitale e con-
giunta all’atto cui si riferisce, nonché le ricevute di posta 
elettronica certificata, secondo le specifiche tecniche sta-
bilite ai sensi dell’articolo 34.»; 

   p)    all’articolo 20, al comma 1, al primo periodo:  
 1. dopo la parola «Il» sono soppresse le seguen-

ti: «gestore di posta elettronica certificata del»; 
 2. dopo le parole «soggetto abilitato esterno» 

sono inserite le seguenti: «deve dotarsi di una casella di 
posta elettronica conforme agli» e soppresse le seguenti 
«, fermi restando gli»; 

 3. dopo le parole «della posta elettronica certifi-
cata»,» sono inserite le seguenti: «o di un recapito certifi-
cato ai sensi del Regolamento (UE) n. 910/2014 (eIDAS) 
che disponga di soluzioni idonee» e soppresse le seguen-
ti: «è tenuto ad adottare software antispam idoneo»; 

 4. dopo le parole «trasmissione di messaggi» 
sono soppresse le seguenti: «di posta elettronica»; 

   q)    l’articolo 21 è sostituito dal seguente:  
 «Art. 21 (   Estrazione e rilascio di copie di atti 

e documenti   ). — 1. I soggetti abilitati esterni estrag-
gono con modalità telematiche duplicati di atti e docu-
menti dai fascicoli informatici cui possono accedere per 
legge, secondo le specifiche tecniche stabilite ai sensi 
dell’articolo 34. 

 2. Il rilascio di copia di atti e documenti depositati nel 
fascicolo informatico avviene, previa verifica del regola-
re pagamento dei diritti, ove previsti, secondo le specifi-
che tecniche stabilite ai sensi dell’articolo 34. 

 3. L’atto o il documento che contiene dati di cui all’ar-
ticolo 9 del Regolamento (UE) 2016/679 o dati di grandi 
dimensioni è messo a disposizione nell’apposita area del 
portale dei servizi telematici, nel rispetto dei requisiti di 
sicurezza stabiliti ai sensi dell’articolo 34.»; 

   r)    all’articolo 27:  
  1) al comma 1:  

   a)   al primo periodo, le parole «Ad eccezione 
della fase di cui all’articolo 19» sono sostituite dalle se-
guenti: «Nei casi previsti dalla legge» e le parole «è costi-
tuito» sono sostituite dalle seguenti: «esercita la difesa»; 

   b)   al secondo periodo, le parole «L’utente» 
sono sostituite dalle seguenti: «Nei casi previsti dalla leg-
ge, l’utente» e le parole «in cui è parte» sono soppresse; 

 2) al comma 3, le parole «delega, rilasciata ai 
sensi dell’articolo 9 regio decreto legge 27 novembre 
1933, n. 1578» sono sostituite dalle seguenti: «sostitu-
zione del difensore, ai sensi dell’articolo 14 della legge 
31 dicembre 2012, n. 147» 

   s)    all’articolo 30:  
  1) al comma 1:  

   a)   al primo periodo, le parole «nelle for-
me previste dal decreto del Presidente della Repubblica 
30 maggio 2002, n. 115, e successive modificazioni» 
sono sostituite dalle seguenti: «esclusivamente tramite 
pagoPA, accedendo al portale dei servizi telematici»; 

   b)   il secondo periodo è sostituito dal seguen-
te: «La ricevuta di pagamento può essere acquisita auto-
maticamente dai sistemi oppure trasmessa dall’interessa-
to all’ufficio, secondo le modalità previste dall’articolo 5 
del CAD.»; 

 2) il comma 2 è sostituito dal seguente: «2. I 
sistemi del dominio giustizia verificano la regolarità delle 
ricevute di pagamento telematico»; 

   t)    all’articolo 34:  
 1) al comma 1, le parole «sentito DigitPA» 

sono sostituite dalle seguenti: «sentita l’Agenzia per l’Ita-
lia Digitale»; 

 2) il comma 3 è sostituito dal seguente: «Fino 
all’emanazione delle nuove specifiche tecniche, continua-
no ad applicarsi, in quanto compatibili, le specifiche tec-
niche vigenti, già adottate dal responsabile per i sistemi 
informativi automatizzati del Ministero della giustizia.».   

  Art. 3.
      Disposizioni in materia di individuazione degli 

uffici giudiziari penali e delle tipologie di atti del 
procedimento penale per cui possono essere adottate 
anche modalità non telematiche di deposito. Termini di 
transizione al nuovo regime    

     1. Fermo quanto disposto dai commi 7 e 8, a decorre-
re dal quindicesimo giorno successivo alla pubblicazione 
del presente regolamento, durante la fase delle indagini 
preliminari il deposito di atti, documenti, richieste e me-
morie ha luogo con modalità telematiche ai sensi dell’ar-
ticolo 111  -bis    del codice di procedura penale nei seguenti 
uffici giudiziari penali:  

   a)   procura della Repubblica presso il tribunale; 
   b)   Procura europea; 
   c)   tribunale ordinario, limitatamente all’ufficio del 

giudice per le indagini preliminari; 
   d)   procura generale presso la corte di appello, limita-

tamente al procedimento di avocazione. 
 2. Fermo quanto disposto dal comma 8, a decorrere dal 

medesimo termine indicato al comma 1, il deposito da 
parte dei difensori di atti, documenti, richieste e memo-
rie ha luogo con modalità telematiche ai sensi dell’arti-
colo 111  -bis    del codice di procedura penale, anche al di 
fuori dei casi previsti dal comma 1, nei seguenti uffici 
giudiziari penali:  

   a)   corte di appello 
   b)   tribunale ordinario; 
   c)   giudice di pace; 
   d)   procura generale presso la corte di appello. 
   e)   procura della Repubblica presso il tribunale; 
   f)   Procura europea. 
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 3. Le disposizioni di cui ai commi precedenti non si 
applicano agli uffici giudiziari diversi da quelli indicati, 
ai procedimenti in materia di misure di prevenzione e alle 
fasi disciplinate dai libri X e XI del codice di procedura 
penale. 

 4. Fermo quanto disposto dal comma 2, il deposito di 
atti, documenti, richieste e memorie ha luogo esclusiva-
mente con modalità telematiche ai sensi dell’articolo 111  -
bis    del codice di procedura penale anche nei casi diversi 
da quelli disciplinati dal comma 1:  

   a)   negli uffici della procura della Repubblica presso 
il tribunale, della Procura europea e del tribunale a decor-
rere dal 1° gennaio 2025; 

   b)   negli uffici della procura generale presso la corte 
di appello, della corte di appello, della Procura generale 
presso la Corte di cassazione e della Corte di cassazione a 
decorrere dal 30 giugno 2025. 

 5. A decorrere dal 1° gennaio 2026, il deposito di atti, 
documenti, richieste e memorie ha luogo esclusivamente 
con modalità telematiche ai sensi dell’articolo 111  -bis   del 
codice di procedura penale anche negli uffici della pro-
cura della Repubblica presso il tribunale per i minorenni, 
del tribunale per i minorenni e del tribunale di sorveglian-
za. La disposizione di cui al periodo precedente si applica 
anche ai procedimenti in materia di misure di prevenzio-
ne ed alle fasi disciplinate dai libri X e XI del codice di 
procedura penale. 

 6. Fermo quanto disposto dal comma 2, la disposizione 
di cui al comma 5 si applica anche al deposito di atti, 
documenti, richieste e memorie negli uffici del giudice 
di pace. 

 7. A decorrere dalla scadenza del termine di cui al com-
ma 1 e sino al 31 dicembre 2024, negli uffici giudiziari pe-
nali indicati dal comma 1, il deposito da parte dei soggetti 
abilitati interni di atti, documenti, richieste e memorie, 
diversi da quelli relativi ai procedimenti di archiviazione 
di cui agli articoli 408, 409, 410, 411 e 415 del codice di 
procedura penale nonché alla riapertura delle indagini di 
cui all’articolo 414 del codice di procedura penale, può 
avere luogo anche con modalità non telematiche. 

 8. A decorrere dalla scadenza del termine di cui al com-
ma 1 e sino al 31 dicembre 2024, negli uffici giudiziari 
penali indicati dal comma 3, il deposito da parte dei di-
fensori di atti, documenti, richieste e memorie può avere 
luogo anche con modalità non telematiche, ad esclusione 
dei depositi nella fase delle indagini preliminari e nei pro-
cedimenti di archiviazione di cui agli articoli 408, 409, 
410, 411 e 415 del codice di procedura penale e di ria-
pertura delle indagini di cui all’articolo 414 del codice 
di procedura penale nonché della nomina del difensore e 
della rinuncia o revoca del mandato indicate dall’artico-
lo 107 del codice di procedura penale. Il deposito da parte 
dei difensori di atti, documenti, richieste e memorie può, 
altresì, avere luogo anche con modalità non telematiche 
nei procedimenti relativi all’impugnazione dei provvedi-
menti in materia di misura cautelare o in materia di se-
questro probatorio emessi durante la fase delle indagini 
preliminari. Rimane consentito il deposito mediante posta 
elettronica certificata come disciplinato dall’articolo 87  -

bis   del decreto legislativo 10 ottobre 2022, n. 150 per tutti 
i casi in cui il deposito può avere luogo anche con moda-
lità non telematiche.   

  Art. 4.
      Abrogazioni    

     1. Dalla data di entrata in vigore del presente regola-
mento gli articoli 4, comma 1, 18, 19, 27, comma 4, 30, 
commi 3, 4, 5 e 6 del decreto 21 febbraio 2011, n. 44 sono 
abrogati. 

 2. Dalla medesima data di cui al comma 1, i decreti del 
Ministero della giustizia del 4 luglio 2023 recante «Porta-
le deposito atti penali (PDP)» e del 18 luglio 2023 recante 
«Portale deposito atti penali - Avvio fase di sperimenta-
zione» sono abrogati. 

 Il presente decreto, munito del sigillo dello Stato, sarà 
inserito nella Raccolta ufficiale degli atti normativi della 
Repubblica italiana. È fatto obbligo a chiunque spetti di 
osservarlo e di farlo osservare. 

 Roma, 29 dicembre 2023 

 Il Ministro della giustizia: NORDIO 
 Visto, il Guardasigilli: NORDIO   

  Registrato alla Corte dei conti il 29 dicembre 2023
Ufficio di controllo sugli atti della Presidenza del Consiglio dei mi-
nistri, del Ministero della giustizia e del Ministero degli affari esteri 
e della cooperazione internazionale, n. 3406

  

     N O T E 

  AVVERTENZA:  
 Il testo delle note qui pubblicato è stato redatto dall’amministra-

zione competente per materia ai sensi dell’articolo 10, commi 2 e 3 del 
testo unico delle disposizioni sulla promulgazione delle leggi, sull’ema-
nazione dei decreti del Presidente della Repubblica e sulle pubblicazioni 
ufficiali della Repubblica italiana, approvato con decreto del Presidente 
della Repubblica 28 dicembre 1985, n. 1092, al solo fine di facilitare 
la lettura delle disposizioni di legge modificate o alle quali è operato il 
rinvio. Restano invariati il valore e l’efficacia degli atti legislativi qui 
trascritti. 
  Note alle premesse   : 

 — Si riporta l’articolo 17, comma 3, della legge 23 agosto 1988, 
n. 400 (Disciplina dell’attività di Governo e ordinamento della Presi-
denza del Consiglio dei Ministri.). 

 «Art. 17 (   Regolamenti   ). — 1. - 2. (   Omissis   ). 
 3. Con decreto ministeriale possono essere adottati regolamen-

ti nelle materie di competenza del ministro o di autorità sottordinate 
al ministro, quando la legge espressamente conferisca tale potere. Tali 
regolamenti, per materie di competenza di più ministri, possono esse-
re adottati con decreti interministeriali, ferma restando la necessità di 
apposita autorizzazione da parte della legge. I regolamenti ministeriali 
ed interministeriali non possono dettare norme contrarie a quelle dei 
regolamenti emanati dal Governo. Essi debbono essere comunicati al 
Presidente del Consiglio dei ministri prima della loro emanazione. 

 4. - 4  -ter  . (   Omissis   ).» 
  — Si riporta l’articolo 36 del decreto-legge 24 febbraio 2023, n. 13 

(Disposizioni urgenti per l’attuazione del Piano nazionale di ripresa e 
resilienza (PNRR) e del Piano nazionale degli investimenti complemen-
tari al PNRR (PNC), nonché per l’attuazione delle politiche di coesione 
e della politica agricola comune), convertito, con modificazioni, dalla 
legge 21 aprile 2023, n. 41:  

 «Art. 36 (   Ulteriori disposizioni in materia di deposito telematico 
nei procedimenti di volontaria giurisdizione   ). — 1. Nei procedimenti ci-
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vili di volontaria giurisdizione, le persone fisiche che stanno in giudizio 
personalmente possono depositare gli atti processuali e i documenti con 
modalità telematiche avvalendosi del portale dedicato gestito dal Mini-
stero della giustizia, nel rispetto della normativa anche regolamentare 
concernente la sottoscrizione, la trasmissione e la ricezione dei docu-
menti informatici, nonché delle apposite specifiche tecniche adottate ai 
sensi del comma 4 dal direttore generale per i sistemi informativi auto-
matizzati del Ministero della giustizia. In tal caso il deposito si perfezio-
na esclusivamente con tali modalità. Gli atti processuali e i documenti 
depositati per il tramite del portale sono trasmessi all’indirizzo di posta 
elettronica certificata dell’ufficio giudiziario destinatario mediante l’in-
dirizzo di posta elettronica certificata a tale scopo messo a disposizione 
dal Ministero della giustizia. Tale indirizzo non è inserito nel registro 
generale degli indirizzi elettronici gestito dal Ministero della giustizia. 

 2. Quando si avvale del portale di cui al comma 1 per il deposito in 
modalità telematiche di atti processuali e documenti, la parte il cui indi-
rizzo di posta elettronica certificata non risulta da pubblici elenchi può 
altresì manifestare la volontà di ricevere le comunicazioni e notificazio-
ni relative al procedimento, ai fini e per gli effetti di cui all’articolo 16, 
comma 7, del decreto-legge 18 ottobre 2012, n. 179, convertito, con 
modificazioni, dalla legge 17 dicembre 2012, n. 221, tramite il portale 
stesso. 

 3. Con uno o più decreti aventi natura non regolamentare il Mini-
stro della giustizia, previa verifica, individua i procedimenti e gli uffici 
giudiziari nei quali trovano applicazione le disposizioni di cui ai commi 
1 e 2. 

 4. Con successivo decreto del direttore generale per i sistemi infor-
mativi automatizzati del Ministero della giustizia, sentito il Garante per 
la protezione dei dati personali, sono adottate le specifiche tecniche di 
cui al comma 1.» 

  — Si riporta l’articolo 4 del decreto-legge 29 dicembre 2009, 
n. 193 (Interventi urgenti in materia di funzionalità del sistema giudizia-
rio), convertito, con modificazioni, dalla legge 22 febbraio 2010, n. 24:  

 «Art. 4 (   Misure urgenti per la digitalizzazione della giustizia   ). 
— 1. Con uno o più decreti del Ministro della giustizia, di concerto con 
il Ministro per la pubblica amministrazione e l’innovazione, sentito il 
Centro nazionale per l’informatica nella pubblica amministrazione e il 
Garante per la protezione dei dati personali, adottati, ai sensi dell’artico-
lo 17, comma 3, della legge 23 agosto 1988, n. 400, entro sessanta giorni 
dalla data di entrata in vigore della legge di conversione del presente 
decreto, sono individuate le regole tecniche per l’adozione nel processo 
civile e nel processo penale delle tecnologie dell’informazione e della 
comunicazione, in attuazione dei principi previsti dal decreto legislativo 
7 marzo 2005, n. 82, e successive modificazioni. Le vigenti regole tecni-
che del processo civile telematico continuano ad applicarsi fino alla data 
di entrata in vigore dei decreti di cui ai commi 1 e 2. 

 2. Nel processo civile e nel processo penale, tutte le comunicazioni 
e notificazioni per via telematica si effettuano mediante posta elettro-
nica certificata, ai sensi del decreto legislativo 7 marzo 2005, n. 82, e 
successive modificazioni, del decreto del Presidente della Repubblica 
11 febbraio 2005, n. 68, e delle regole tecniche stabilite con i decreti 
previsti dal comma 1. Fino alla data di entrata in vigore dei predetti de-
creti, le notificazioni e le comunicazioni sono effettuate nei modi e nelle 
forme previste dalle disposizioni vigenti alla data di entrata in vigore 
del presente decreto. 

  3. All’articolo 51, del decreto-legge 25 giugno 2008, n. 112, con-
vertito, con modificazioni, dalla legge 6 agosto 2008, n. 133, sono ap-
portate le seguenti modificazioni:  

   a)    i commi 1, 2 e 3 sono sostituiti dai seguenti:  
 “1. A decorrere dal quindicesimo giorno successivo a quello 

della pubblicazione nella   Gazzetta Ufficiale   della Repubblica italiana 
dei decreti di cui al comma 2, negli uffici giudiziari indicati negli stes-
si decreti, le notificazioni e le comunicazioni di cui al primo comma 
dell’articolo 170 del codice di procedura civile, la notificazione di cui 
al primo comma dell’articolo 192 del codice di procedura civile e ogni 
altra comunicazione al consulente sono effettuate per via telematica 
all’indirizzo di posta elettronica certificata di cui all’articolo 16 del 
decreto-legge 29 novembre 2008, n. 185, convertito, con modificazioni, 
dalla legge 28 gennaio 2009, n. 2. Allo stesso modo si procede per le no-
tificazioni e le comunicazioni previste dal regio decreto 16 marzo 1942, 
n. 267, e per le notificazioni a persona diversa dall’imputato a norma 
degli articoli 148, comma 2  -bis  , 149, 150 e 151, comma 2, del codice di 
procedura penale. La notificazione o comunicazione che contiene dati 
sensibili è effettuata solo per estratto con contestuale messa a disposi-

zione, sul sito internet individuato dall’amministrazione, dell’atto inte-
grale cui il destinatario accede mediante gli strumenti di cui all’artico-
lo 64 del decreto legislativo 7 marzo 2005, n. 82. 

 2. Con uno o più decreti aventi natura non regolamentare, da adot-
tarsi entro il 1° settembre 2010, sentiti l’Avvocatura generale dello Sta-
to, il Consiglio nazionale forense ed i consigli dell’ordine degli avvocati 
interessati, il Ministro della giustizia, previa verifica, accerta la funzio-
nalità dei servizi di comunicazione, individuando gli uffici giudiziari nei 
quali trovano applicazione le disposizioni di cui al comma 1. 

 3. A decorrere dalla data fissata ai sensi del comma 1, le notifi-
cazioni e comunicazioni nel corso del procedimento alle parti che non 
hanno provveduto ad istituire e comunicare l’indirizzo elettronico di 
cui al medesimo comma, sono fatte presso la cancelleria o segreteria 
dell’ufficio giudiziario.”; 

   b)  . 
 3  -bis  . Il secondo comma dell’articolo 16 del regio decreto-legge 

27 novembre 1933, n. 1578, convertito, con modificazioni, dalla leg-
ge 22 gennaio 1934, n. 36, introdotto dal comma 5 dell’articolo 51 del 
decreto-legge 25 giugno 2008, n. 112, convertito, con modificazioni, 
dalla legge 6 agosto 2008, n. 133, è sostituito dal seguente: “Nell’albo 
è indicato, oltre al codice fiscale, l’indirizzo di posta elettronica certi-
ficata comunicato ai sensi dell’articolo 16, comma 7, del decreto-legge 
29 novembre 2008, n. 185, convertito, con modificazioni, dalla legge 
28 gennaio 2009, n. 2. Gli indirizzi di posta elettronica certificata e i 
codici fiscali, aggiornati con cadenza giornaliera, sono resi disponibili 
per via telematica al Consiglio nazionale forense e al Ministero della 
giustizia nelle forme previste dalle regole tecniche per l’adozione nel 
processo civile e nel processo penale delle tecnologie dell’informazione 
e della comunicazione”. 

 4. All’articolo 40 del testo unico delle disposizioni legislative e 
regolamentari in materia di spese di giustizia, di cui al decreto del Pre-
sidente della Repubblica 30 maggio 2002, n. 115, è aggiunto, in fine, il 
seguente comma: “1  -bis  . Con il decreto di cui al comma 1, l’importo del 
diritto di copia rilasciata su supporto cartaceo è fissato in misura supe-
riore di almeno il cinquanta per cento di quello previsto per il rilascio di 
copia in formato elettronico.”. 

 5. Fino all’emanazione del regolamento di cui all’articolo 40 del 
citato decreto del Presidente della Repubblica 30 maggio 2002, n. 115, 
i diritti di copia di cui agli Allegati n. 6 e n. 7 del medesimo decreto 
sono aumentati del cinquanta per cento ed i diritti di copia rilasciata in 
formato elettronico di atti esistenti nell’archivio informatico dell’ufficio 
giudiziario sono determinati, in ragione del numero delle pagine memo-
rizzate, nella misura precedentemente fissata per le copie cartacee. Con-
seguentemente, fino alla stessa data, è sospesa l’applicazione dell’Alle-
gato n. 8 al medesimo decreto limitatamente ai supporti che contengono 
dati informatici per i quali è possibile calcolare le pagine memorizzate. 

 6. Il maggior gettito derivante dall’aumento dei diritti di cui ai 
commi 4 e 5 è versato all’entrata del bilancio dello Stato per essere rias-
segnato, per la quota parte eccedente rispetto a quanto previsto dall’arti-
colo 2, comma 2, lettera   b)  , ad appositi capitoli dello stato di previsione 
del Ministero della giustizia per il funzionamento e lo sviluppo del siste-
ma informatico, con esclusione delle spese di personale. 

 7. Il Ministero della giustizia può avvalersi di Consip S.p.a., anche 
in qualità di centrale di committenza ai sensi dell’articolo 33 del decreto 
legislativo 12 aprile 2006, n. 163, per l’attuazione delle iniziative in 
tema di digitalizzazione dell’Amministrazione della giustizia e per le 
ulteriori attività di natura informatica individuate con decreto del Mini-
stero della giustizia. Il Ministero della giustizia e Consip S.p.a. stipulano 
apposite convenzioni dirette a disciplinare i rapporti relativi alla realiz-
zazione delle attività di cui al presente comma, d’intesa con il Ministero 
dell’economia e delle finanze ai fini dell’esercizio dei diritti dell’azio-
nista, senza nuovi o maggiori oneri a carico del bilancio dello Stato. Le 
disposizioni del presente comma si applicano subordinatamente all’au-
torizzazione della Commissione europea, previa notifica da parte del 
Ministero della giustizia. 

  8. Al codice di procedura civile sono apportate le seguenti 
modificazioni:  

   a)   all’articolo 125, primo comma, sono aggiunte, in fine, le se-
guenti parole: «che indica il proprio codice fiscale”; 

   b)   all’articolo 163, terzo comma, n. 2), le parole: “il cognome e 
la residenza dell’attore” sono sostituite dalle seguenti: “il cognome, la 
residenza e il codice fiscale dell’attore” e le parole: “il nome, il cogno-
me, la residenza o il domicilio o la dimora del convenuto e delle persone 
che rispettivamente li rappresentano o li assistono” sono sostituite dalle 
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seguenti: “il nome, il cognome, il codice fiscale, la residenza o il domi-
cilio o la dimora del convenuto e delle persone che rispettivamente li 
rappresentano o li assistono”; 

   c)   all’articolo 167, primo comma, dopo le parole: “Nella com-
parsa di risposta il convenuto deve proporre tutte le sue difese pren-
dendo posizione sui fatti posti dall’attore a fondamento della doman-
da, indicare” sono inserite le seguenti: “le proprie generalità e il codice 
fiscale,”»; 

   d)    dopo l’articolo 149 è inserito il seguente:  
 «Art. 149  -bis   (   Notificazione a mezzo posta elettronica   ). — Se 

non è fatto espresso divieto dalla legge, la notificazione può eseguirsi 
a mezzo posta elettronica certificata, anche previa estrazione di copia 
informatica del documento cartaceo. 

 Se procede ai sensi del primo comma, l’ufficiale giudiziario tra-
smette copia informatica dell’atto sottoscritta con firma digitale all’in-
dirizzo di posta elettronica certificata del destinatario risultante da pub-
blici elenchi. 

 La notifica si intende perfezionata nel momento in cui il gestore 
rende disponibile il documento informatico nella casella di posta elet-
tronica certificata del destinatario. 

 L’ufficiale giudiziario redige la relazione di cui all’articolo 148, 
primo comma, su documento informatico separato, sottoscritto con fir-
ma digitale e congiunto all’atto cui si riferisce mediante strumenti infor-
matici, individuati con apposito decreto del Ministero della giustizia. La 
relazione contiene le informazioni di cui all’articolo 148, secondo com-
ma, sostituito il luogo della consegna con l’indirizzo di posta elettronica 
presso il quale l’atto è stato inviato. 

 Al documento informatico originale o alla copia informatica del 
documento cartaceo sono allegate, con le modalità previste dal quarto 
comma, le ricevute di invio e di consegna previste dalla normativa, an-
che regolamentare, concernente la trasmissione e la ricezione dei docu-
menti informatici trasmessi in via telematica. 

 Eseguita la notificazione, l’ufficiale giudiziario restituisce 
all’istante o al richiedente, anche per via telematica, l’atto notificato, 
unitamente alla relazione di notificazione e agli allegati previsti dal 
quinto comma.»; 

 d  -bis   ) all’articolo 530 sono aggiunti, in fine, i seguenti commi:  
 «Il giudice dell’esecuzione può stabilire che il versamento della 

cauzione, la presentazione delle offerte, lo svolgimento della gara tra gli 
offerenti e l’incanto, ai sensi degli articoli 532, 534 e 534  -bis  , nonché il 
pagamento del prezzo, siano effettuati con modalità telematiche. 

 In ogni caso il giudice dell’esecuzione può disporre che sia effet-
tuata la pubblicità prevista dall’articolo 490, secondo comma, almeno 
dieci giorni prima della scadenza del termine per la presentazione delle 
offerte o della data dell’incanto»; 

 d  -ter  ) all’articolo 533, primo comma, il primo periodo è sostituito 
dal seguente: «Il commissionario assicura agli interessati la possibilità 
di esaminare, anche con modalità telematiche, le cose poste in vendita 
almeno tre giorni prima della data fissata per l’esperimento di vendita 
e non può consegnare la cosa all’acquirente prima del pagamento inte-
grale del prezzo»; 

 d  -quater  ) il primo comma dell’articolo 540 è abrogato; 
 d  -quinquies   ) all’articolo 569, dopo il terzo comma è inserito il 

seguente:  
 «Con la stessa ordinanza, il giudice può stabilire che il versa-

mento della cauzione, la presentazione delle offerte, lo svolgimento 
della gara tra gli offerenti e, nei casi previsti, l’incanto, nonché il paga-
mento del prezzo, siano effettuati con modalità telematiche»; 

 d  -sexies  ) all’articolo 591  -bis  , primo comma, è aggiunto, in fine, il 
seguente periodo: «Si applica l’articolo 569, quarto comma». 

 8  -bis   . Alle disposizioni per l’attuazione del codice di procedura ci-
vile e disposizioni transitorie, di cui al regio decreto 18 dicembre 1941, 
n. 1368, sono apportate le seguenti modificazioni:  

   a)   dopo l’articolo 161  -bis    è inserito il seguente:  
 «Art. 161  -ter   (   Vendite con modalità telematiche   ). — Il Mi-

nistro della giustizia stabilisce con proprio decreto le regole tecnico-
operative per lo svolgimento della vendita di beni mobili e immobili 
mediante gara telematica nei casi previsti dal codice, nel rispetto dei 
principi di competitività, trasparenza, semplificazione, efficacia, sicu-
rezza, esattezza e regolarità delle procedure telematiche. 

 Con successivi decreti le regole tecnico-operative di cui al primo 
comma sono adeguate all’evoluzione scientifica e tecnologica»; 

   b)   nel titolo IV, capo II, dopo l’articolo 169  -ter    sono aggiunti i 
seguenti:  

 «Art. 169  -quater   (   Ulteriori modalità del pagamento del prez-
zo di acquisto   ). — Il prezzo di acquisto può essere versato con sistemi 
telematici di pagamento ovvero con carte di debito, di credito o prepa-
gate o con altri mezzi di pagamento con moneta elettronica disponibili 
nei circuiti bancario e postale. 

 Art. 169  -quinquies    (   Prospetto riepilogativo delle stime e delle 
vendite   ). — I soggetti nominati commissionari a norma dell’artico-
lo 532 del codice, o ai quali sono affidate le vendite con incanto a norma 
dell’articolo 534 del medesimo codice, al termine di ciascun semestre 
trasmettono al giudice dell’esecuzione, al presidente del tribunale e 
all’ufficiale giudiziario dirigente un prospetto informativo, redatto su 
supporto informatico, riepilogativo di tutte le vendite effettuate nel pe-
riodo con indicazione, per ciascuna procedura esecutiva, della tipologia 
dei beni pignorati, del valore ad essi attribuito ai sensi dell’articolo 518 
del codice, della stima effettuata dall’esperto nominato e del prezzo di 
vendita»; 

   c)   l’articolo 173  -quinquies    è sostituito dal seguente:  
 «Art. 173-quinquies  (   Ulteriori modalità di presentazione del-

le offerte d’acquisto, di prestazione della cauzione e di versamento del 
prezzo   ). — Il giudice, con l’ordinanza di vendita di cui all’articolo 569, 
terzo comma, del codice, può disporre che la presentazione dell’offerta 
d’acquisto e la prestazione della cauzione ai sensi degli articoli 571, 
579, 580 e 584 del medesimo codice possano avvenire con sistemi tele-
matici di pagamento ovvero con carte di debito, di credito o prepagate 
o con altri mezzi di pagamento con moneta elettronica disponibili nei 
circuiti bancario e postale e mediante la comunicazione, a mezzo di te-
lefax o posta elettronica, di una dichiarazione contenente le indicazioni 
prescritte dai predetti articoli, nel rispetto della normativa, anche rego-
lamentare, concernente la sottoscrizione, la trasmissione e la ricezione 
dei documenti informatici teletrasmessi. 

 Il versamento del prezzo può essere effettuato con le stesse moda-
lità di cui al primo comma». 

 8  -ter  . Il decreto del Ministro della giustizia che stabilisce le regole 
tecnico-operative per lo svolgimento delle vendite con modalità telema-
tiche, previsto dall’articolo 161  -ter   delle disposizioni per l’attuazione 
del codice di procedura civile e disposizioni transitorie, di cui al regio 
decreto 18 dicembre 1941, n. 1368, introdotto dal comma 8  -bis  , lettera 
  a)  , del presente articolo, è adottato entro sessanta giorni dalla data di 
entrata in vigore della legge di conversione del presente decreto. 

 9. Per consentire il pagamento, da parte dei privati, con sistemi te-
lematici di pagamento ovvero con carte di debito, di credito o prepagate 
o con altri mezzi di pagamento con moneta elettronica disponibili nei 
circuiti bancario e postale, del contributo unificato, del diritto di copia, 
del diritto di certificato, delle spettanze degli ufficiali giudiziari relative 
ad attività di notificazione ed esecuzione, delle somme per il recupero 
del patrocinio a spese dello Stato, delle spese processuali, delle spese 
di mantenimento, delle pene pecuniarie, delle sanzioni amministrative 
pecuniarie e delle sanzioni pecuniarie il Ministero della giustizia si av-
vale, senza nuovi o maggiori oneri a carico del bilancio dello Stato, di 
intermediari abilitati che, ricevuto il versamento delle somme, ne effet-
tuano il riversamento alla Tesoreria dello Stato, registrando in apposito 
sistema informatico a disposizione dell’amministrazione i pagamenti 
eseguiti e la relativa causale, la corrispondenza di ciascun pagamento, 
i capitoli e gli articoli d’entrata. Entro 60 giorni dalla data di entrata in 
vigore del presente decreto il Ministro della giustizia, di concerto con 
il Ministro dell’economia e delle finanze, determina con proprio decre-
to, sentito il Centro nazionale per l’informatica nella pubblica ammini-
strazione, le modalità tecniche per il riversamento, la rendicontazione 
e l’interconnessione dei sistemi di pagamento, nonché il modello di 
convenzione che l’intermediario abilitato deve sottoscrivere per effet-
tuare servizio. Il Ministero della giustizia, di concerto con il Ministero 
dell’economia e delle finanze, stipula apposite convenzioni a seguito di 
procedura di gara ad evidenza pubblica per la fornitura dei servizi e del-
le infrastrutture senza nuovi o maggiori oneri a carico del bilancio dello 
Stato. Le convenzioni di cui al presente articolo prevedono che gli oneri 
derivanti dall’allestimento e dal funzionamento del sistema informatico 
sono a carico degli intermediari abilitati. 

 10. Il Ministro della giustizia è autorizzato ad adottare, ai sensi 
dell’articolo 17, comma 3, della legge 23 agosto 1988, n. 400, un rego-
lamento al fine di disciplinare la tipologia e le modalità di estrazione, 
raccolta e trasmissione dei dati statistici dell’Amministrazione della 
giustizia all’archivio informatico centralizzato esistente, senza nuovi o 
maggiori oneri a carico del bilancio dello Stato. 
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 11. Si considerano in ogni caso necessarie, ai sensi dell’articolo 34, 
comma 4, della legge 31 dicembre 2009, n. 196, le spese continuative 
relative alla gestione dei sistemi informatici del Ministero della giusti-
zia, derivanti dall’adesione a contratti quadro stipulati dal Centro nazio-
nale per l’informatica nella pubblica amministrazione.» 

  — Si riporta l’articolo 87, commi 1 e 3, del decreto legislativo 
10 ottobre 2022, n. 150 (Attuazione della legge 27 settembre 2021, 
n. 134, recante delega al Governo per l’efficienza del processo penale, 
nonché in materia di giustizia riparativa e disposizioni per la celere de-
finizione dei procedimenti giudiziari):  

 «Art. 87 (   Disposizioni transitorie in materia di processo penale 
telematico   ). — 1. Con decreto del Ministro della giustizia, da adottar-
si entro il 31 dicembre 2023 ai sensi dell’articolo 17, comma 3, della 
legge 23 agosto 1988, n. 400, sentito il Garante per la protezione dei 
dati personali, sono definite le regole tecniche riguardanti il deposito, la 
comunicazione e la notificazione con modalità telematiche degli atti del 
procedimento penale, anche modificando, ove necessario, il regolamen-
to di cui al decreto del Ministro della giustizia 21 febbraio 2011, n. 44, 
e, in ogni caso, assicurando la conformità al principio di idoneità del 
mezzo e a quello della certezza del compimento dell’atto. 

 2. (   Omissis   ). 
 3. Con decreto del Ministro della giustizia, da adottarsi entro il 

31 dicembre 2023 ai sensi dell’articolo 17, comma 3, della legge 
23 agosto 1988, n. 400, sentiti il Consiglio superiore della magistratura 
e il Consiglio nazionale forense, sono individuati gli uffici giudiziari e le 
tipologie di atti per cui possano essere adottate anche modalità non tele-
matiche di deposito, comunicazione o notificazione, nonché i termini di 
transizione al nuovo regime di deposito, comunicazione e notificazione. 

 4. - 7. (  Omissis  ).» 
 — Il decreto del Ministro della giustizia 21 febbraio 2011, n. 44, 

recante: «Regolamento concernente le regole tecniche per l’adozione 
nel processo civile e nel processo penale, delle tecnologie dell’infor-
mazione e della comunicazione, in attuazione dei principi previsti dal 
decreto legislativo 7 marzo 2005, n. 82, e successive modificazioni, ai 
sensi dell’articolo 4, commi 1 e 2, del decreto-legge 29 dicembre 2009, 
n. 193, convertito nella legge 22 febbraio 2010, n. 24», è pubblicato 
nella   G.U.   18 aprile 2011, n. 89.    

  Note all’art. 2:

      — Si riportano gli articoli 2, 7, 8, 9, 13, 20, 27, 30 e 34 del citato 
decreto del Ministro della giustizia 21 febbraio 2011, n. 44, come modi-
ficati dal presente decreto:  

 «Art. 2 (   Definizioni    ). — 1. Ai fini del presente decreto si inten-
dono per:  

   a)   dominio giustizia: l’insieme delle risorse hardware e sof-
tware, mediante il quale il Ministero della giustizia tratta in via informa-
tica e telematica qualsiasi tipo di attività, di dato, di servizio, di comu-
nicazione e di procedura; 

   b)   portale dei servizi telematici:    piattaforma informatica    che 
fornisce l’accesso o il collegamento ai servizi telematici resi disponibili 
dal dominio giustizia, secondo le regole tecnico-operative riportate nel 
presente decreto; 

  b  -bis  ) portale dei depositi telematici: piattaforma informatica 
che consente il deposito di atti e documenti in formato digitale da parte 
dei soggetti abilitati esterni e degli utenti privati;  

  b  -ter  ) portale delle notizie di reato: piattaforma informatica 
che consente il deposito di atti e documenti in formato digitale riservata 
agli ufficiali e agenti di polizia giudiziaria ed a ogni altro soggetto te-
nuto per legge alla trasmissione della notizia di reato;  

   c)   punto di accesso: struttura tecnologica-organizzativa che 
fornisce ai soggetti abilitati esterni al dominio giustizia i servizi di con-
nessione al portale dei servizi telematici, secondo le regole tecnico-ope-
rative riportate nel presente decreto; 

   d)   gestore dei servizi telematici: sistema informatico, interno 
al dominio giustizia, che consente l’interoperabilità tra i sistemi infor-
matici utilizzati dai soggetti abilitati interni, il portale dei servizi te-
lematici e il gestore di posta elettronica certificata del Ministero della 
giustizia; 

   e)   posta elettronica certificata: sistema di posta elettronica nel 
quale è fornita al mittente documentazione elettronica attestante l’invio 
e la consegna di documenti informatici, di cui al decreto del Presidente 
della Repubblica 11 febbraio 2005, n. 68; 

  e  -bis  ) servizio elettronico di recapito certificato qualificato: il 
servizio elettronico di recapito certificato qualificato come definito dal 
Regolamento (UE) n. 910/2014 (eIDAS);  

    f)   identificazione informatica: processo di identificazione 
dell’utente abilitato interno o esterno per l’accesso ai servizi, alle piat-
taforme e alle risorse del dominio giustizia, mediante autenticazione 
elettronica, in conformità alle disposizioni dettate in materia di iden-
tificazione e autenticazione elettronica dal decreto legislativo 7 marzo 
2005, n. 82 e dal Regolamento (UE) n. 910/2014 (eIDAS);  

   g)   firma digitale: firma elettronica    qualificata   , di cui al decre-
to legislativo 7 marzo 2005, n. 82; 

  g  -bis  ) firma elettronica qualificata: firma elettronica avan-
zata, creata da un dispositivo per la creazione di una firma elettronica 
qualificata e basata su un certificato qualificato per firme elettroniche, 
di cui al Regolamento (UE) n. 910/2014 (eIDAS);  

    h)   fascicolo informatico: fascicolo contenente gli atti e i do-
cumenti redatti in forma di documento informatico nonché le copie in-
formatiche di atti e documenti redatti in forma di documento analogico, 
nel rispetto di quanto stabilito dal codice dell’amministrazione digitale 
e dalla disciplina processuale vigente;  

  h  -bis  ) applicativo informatico: insieme di programmi messi 
a disposizione dal Ministero della giustizia ai soggetti abilitati interni;  

   i)   codice dell’amministrazione digitale (CAD): decreto legi-
slativo 7 marzo 2005, n. 82, recante “Codice dell’amministrazione digi-
tale” e successive modificazioni; 

   l)   codice in materia di protezione dei dati personali: decreto 
legislativo 30 giugno 2003, n. 196, recante “Codice in materia di prote-
zione dei dati personali” e successive modificazioni; 

   m)    soggetti abilitati: i soggetti abilitati all’utilizzo dei servizi 
di consultazione di informazioni e trasmissione di documenti informati-
ci relativi al processo. In particolare si intende per:  

 1) soggetti abilitati interni: i magistrati, il personale degli 
uffici giudiziari e degli UNEP; 

 2) soggetti abilitati esterni: i soggetti abilitati esterni privati 
e i soggetti abilitati esterni pubblici; 

 3) soggetti abilitati esterni privati: i difensori delle parti pri-
vate, gli avvocati iscritti negli elenchi speciali, gli esperti e gli ausiliari 
del giudice   , nonché le persone fisiche che possono stare in giudizio per-
sonalmente e quelle che rappresentano un ente privato;  

  4) soggetti abilitati esterni pubblici: l’Avvocatura gene-
rale dello Stato, le avvocature distrettuali dello Stato, gli avvocati e i 
procuratori dello Stato, gli altri dipendenti di amministrazioni statali, 
regionali, metropolitane, provinciali e comunali nonché il personale di 
polizia giudiziaria ed ogni altro soggetto tenuto per legge alla trasmis-
sione della notizia di reato e delle comunicazioni successive;  

   n)   utente privato: la persona fisica o giuridica, quando opera 
al di fuori dei casi previsti dalla lettera   m)  ; 

   o)   certificazione del soggetto abilitato esterno privato: atte-
stazione di iscrizione all’albo, all’albo speciale, al registro ovvero di 
possesso della qualifica che legittima l’esercizio delle funzioni profes-
sionali e l’assenza di cause ostative all’accesso; 

   p)   certificazione del soggetto abilitato esterno pubblico: at-
testazione di appartenenza del soggetto all’amministrazione pubblica e 
dello svolgimento di funzioni tali da legittimare l’accesso; 

   q)   specifiche tecniche: le disposizioni di carattere tecnico 
emanate, ai sensi dell’articolo 34, dal responsabile per i sistemi infor-
mativi automatizzati del Ministero della giustizia,    sentita l’Agenzia per 
l’Italia Digitale    e il Garante per la protezione dei dati personali, limita-
tamente ai profili inerenti la protezione dei dati personali; 

   r)   spam: messaggi indesiderati; 
   s)   software antispam: software studiato e progettato per rile-

vare ed eliminare lo spam; 
   t)   log: documento informatico contenente la registrazione cro-

nologica di una o più operazioni informatiche, generato automaticamen-
te dal sistema informatico; 

    u)   pagoPA: il sistema dei pagamenti a favore delle pubbli-
che amministrazioni e dei gestori di pubblici servizi, che si avvale della 
piattaforma tecnologica di cui all’articolo 5, comma 2, del CAD;  

    v)   Identificativo unico di versamento: codice numerico con-
forme agli standard stabiliti da pagoPA, che costituisce elemento iden-
tificativo delle operazioni che transitano su pagoPA.  

    z)   Soppressa;  
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    aa)   Soppressa   .» 
 «Art. 7 (   Registro generale degli indirizzi elettronici   ). — 1. Il re-

gistro generale degli indirizzi elettronici, gestito dal Ministero della 
giustizia, contiene i dati identificativi e l’indirizzo di posta elettronica 
certificata dei soggetti abilitati esterni di cui al comma 3 e degli utenti 
privati di cui al comma 4. 

 2. Per i professionisti iscritti in albi ed elenchi istituiti con legge 
dello Stato, il registro generale degli indirizzi elettronici è costituito 
mediante i dati contenuti negli elenchi riservati di cui all’articolo 16, 
comma 7, del decreto-legge 29 novembre 2008, n. 185, convertito nella 
legge del 28 gennaio 2009, n. 2, inviati al Ministero della giustizia se-
condo le specifiche tecniche di cui all’articolo 34. 

 3. Per i soggetti abilitati esterni non iscritti negli albi di cui al 
comma 2, il registro generale degli indirizzi elettronici è costituito 
   mediante i dati contenuti nell’indice di cui all’articolo 6  -quater   del 
CAD, ove disponibili,    e secondo le specifiche tecniche stabilite ai sensi 
dell’articolo 34. 

 4. Per le persone fisiche, quali utenti privati, che non operano 
nelle qualità di cui ai commi 2 e 3, gli indirizzi sono consultabili ai 
sensi dell’articolo 7 del decreto del Presidente del Consiglio dei Mi-
nistri 6 maggio 2009, secondo le specifiche tecniche stabilite ai sensi 
dell’articolo 34. 

 5. Per le imprese, gli indirizzi sono consultabili, senza oneri, ai 
sensi dell’articolo 16, comma 6, del decreto-legge 29 novembre 2008, 
n. 185, convertito nella legge del 28 gennaio 2009, n. 2, con le modalità 
di cui al comma 10 del medesimo articolo e secondo le specifiche tecni-
che di cui all’articolo 34. 

 6. Il registro generale degli indirizzi elettronici è accessibile 
ai soggetti abilitati mediante le specifiche tecniche stabilite ai sensi 
dell’articolo 34.» 

 «Art. 8 (   Sistemi informatici per i soggetti abilitati interni   ). — 1. I 
sistemi informatici del dominio giustizia    consentono     ai    soggetti abilitati 
interni le funzioni di ricezione, accettazione e trasmissione dei dati e dei 
documenti informatici nonché di consultazione e gestione del fascicolo 
informatico, secondo le specifiche di cui all’articolo 34. 

 2. L’accesso dei soggetti abilitati interni è effettuato con le modali-
tà definite dalle specifiche tecniche di cui all’articolo 34, che consento-
no l’accesso anche dall’esterno del dominio giustizia. 

 3. Nelle specifiche di cui al comma 2 sono disciplinati i requisiti 
di legittimazione e le credenziali di accesso al sistema da parte delle 
strutture e dei soggetti abilitati interni.» 

 «Art. 9 (Fascicolo informatico). —    1. Il fascicolo informatico con-
tiene gli atti, i documenti, gli allegati, le ricevute di posta elettronica 
certificata, le ricevute di pagamento e i dati del procedimento medesi-
mo da chiunque formati, ovvero le copie informatiche dei medesimi atti 
quando siano stati depositati in forma di documento analogico.  

 2. Il sistema di gestione del fascicolo informatico è la parte del 
sistema documentale del Ministero della giustizia dedicata all’ar-
chiviazione e al reperimento di tutti i documenti informatici, prodot-
ti sia all’interno che all’esterno, secondo le specifiche tecniche di cui 
all’articolo 34. 

  3. Restano fermi gli obblighi di conservazione dei documenti origi-
nali unici su supporto cartaceo previsti dal codice dell’amministrazione 
digitale o di atti e documenti depositati o comunque acquisiti in for-
ma di documento analogico in conformità alla disciplina processuale 
vigente.  

  4. Il fascicolo informatico reca l’indicazione:  
   a)   dell’ufficio titolare del procedimento, che cura    la formazione    

e la gestione del fascicolo medesimo; 
   b)   dell’oggetto del procedimento    e di ogni altro specifico conte-

nuto previsto dalla normativa processuale e regolamentare;  
    c)   dell’elenco dettagliato degli atti e dei documenti depositati o 

comunque acquisiti, compresi quelli in forma di documento analogico.  
 5. Il fascicolo informatico è formato in modo da garantire la facile 

reperibilità ed il collegamento degli atti ivi contenuti in relazione alla 
data di deposito, al loro contenuto, ed alle finalità dei singoli documenti. 

 6. Con le specifiche tecniche di cui all’articolo 34 sono definite le 
modalità per il salvataggio dei log relativi alle operazioni di accesso al 
fascicolo informatico.» 

 «Art. 13 (   Trasmissione dei documenti da parte dei soggetti abilitati 
esterni nel procedimento civile   ). —    1. Nel procedimento civile, gli atti 
e i documenti in forma di documento informatico di cui agli articoli 

11 e 12 possono essere trasmessi da parte dei soggetti abilitati ester-
ni, con modalità telematiche, secondo le specifiche tecniche stabilite 
dall’articolo 34.  

 2. I documenti informatici di cui al comma 1 si intendono ricevuti 
dal dominio giustizia nel momento in cui viene generata    la conferma 
della trasmissione, secondo le specifiche tecniche stabilite dall’artico-
lo 34, senza l’intervento degli operatori della cancelleria, salvo il caso 
di anomalie bloccanti.  

 3. Nel caso previsto dal comma 2    la conferma    attesta l’avvenuto de-
posito dell’atto o del documento presso l’ufficio giudiziario competente. 

  4. Nei procedimenti civili di volontaria giurisdizione si osservano 
le apposite specifiche tecniche previste dall’articolo 36, comma 1, del 
decreto-legge 24 febbraio 2023, n. 13, convertito con modificazioni dal-
la legge 21 aprile 2023, n. 41   . 

 5. La certificazione dei soggetti abilitati esterni è effettuata dal ge-
store dei servizi telematici sulla base dei dati presenti nel registro gene-
rale degli indirizzi elettronici, secondo le specifiche tecniche stabilite ai 
sensi dell’articolo 34. 

 6. Al fine di garantire la riservatezza dei documenti da trasmettere, 
il soggetto abilitato esterno utilizza un meccanismo di crittografia, se-
condo le specifiche tecniche stabilite ai sensi dell’articolo 34. 

 7. Il gestore dei servizi telematici restituisce al mittente l’esito dei 
controlli effettuati dal dominio giustizia, secondo le specifiche tecniche 
stabilite ai sensi dell’articolo 34. 

 8. La dimensione massima del messaggio è stabilita nelle specifi-
che tecniche di cui all’articolo 34. Se il messaggio eccede tale dimen-
sione, il gestore dei servizi telematici genera e invia automaticamente al 
mittente un messaggio di errore, contenente l’avviso del rifiuto del mes-
saggio, secondo le specifiche tecniche stabilite ai sensi dell’articolo 34. 

 9. I soggetti abilitati esterni possono avvalersi dei servizi del punto 
di accesso, di cui all’articolo 23, per la trasmissione dei documenti; in 
tale caso il punto di accesso si attiene alle modalità di trasmissione dei 
documenti di cui al presente articolo.» 

 «Art. 20 (   Requisiti della casella di PEC del soggetto abilitato 
esterno   ). — 1. Il soggetto abilitato esterno    deve dotarsi di una casella 
di posta elettronica conforme agli    obblighi previsti dal decreto del Pre-
sidente della Repubblica 11 febbraio 2005, n. 68 e dal decreto ministe-
riale 2 novembre 2005, recante «Regole tecniche per la formazione, la 
trasmissione e la validazione, anche temporale, della posta elettronica 
certificata»,    o di un recapito certificato ai sensi del Regolamento (UE) 
n. 910/2014 (eIDAS) che disponga di soluzioni idonee    a prevenire la 
trasmissione di messaggi indesiderati. 

 2. Il soggetto abilitato esterno è tenuto a dotare il terminale in-
formatico utilizzato di software idoneo a verificare l’assenza di virus 
informatici per ogni messaggio in arrivo e in partenza e di software 
antispam idoneo a prevenire la trasmissione di messaggi di posta elet-
tronica indesiderati. 

 3. Il soggetto abilitato esterno è tenuto a conservare, con ogni mez-
zo idoneo, le ricevute di avvenuta consegna dei messaggi trasmessi al 
dominio giustizia. 

 4. La casella di posta elettronica certificata deve disporre di 
uno spazio disco minimo definito nelle specifiche tecniche di cui 
all’articolo 34. 

 5. Il soggetto abilitato esterno è tenuto a dotarsi di servizio automa-
tico di avviso dell’imminente saturazione della propria casella di posta 
elettronica certificata e a verificare l’effettiva disponibilità dello spazio 
disco a disposizione. 

 6. La modifica dell’indirizzo elettronico può avvenire dal 1° al 
31 gennaio e dal 1° al 31 luglio. 

 7. La disposizione di cui al comma 6 non si applica qualora la mo-
difica dell’indirizzo si renda necessaria per cessazione dell’attività da 
parte del gestore di posta elettronica certificata.» 

 «Art. 27 (   Visibilità delle informazioni   ). — 1.    Nei casi previsti dalla 
legge   , il dominio giustizia consente al soggetto abilitato esterno l’ac-
cesso alle informazioni contenute nei fascicoli dei procedimenti in cui 
esercita la difesa o svolge attività di esperto o ausiliario.    Nei casi previ-
sti dalla legge, l’utente    privato accede alle informazioni contenute nei 
fascicoli dei procedimenti mediante il portale dei servizi telematici e, 
nei casi previsti dall’articolo 23, comma 6, lettere   e)   ed   f)  , e comma 7, 
mediante il punto di accesso. 



—  59  —

GAZZETTA UFFICIALE DELLA REPUBBLICA ITALIANA Serie generale - n. 30330-12-2023

 2. È sempre consentito l’accesso alle informazioni necessarie per 
la costituzione o l’intervento in giudizio in modo tale da garantire la 
riservatezza dei nomi delle parti e limitatamente ai dati identificativi 
del procedimento. 

 3. In caso    di sostituzione del difensore, ai sensi dell’articolo 14 
della legge 31 dicembre 2012, n. 147,    il dominio giustizia consente l’ac-
cesso alle informazioni contenute nei fascicoli dei procedimenti patroci-
nati dal delegante, previa comunicazione, a cura di parte, di copia della 
delega stessa al responsabile dell’ufficio giudiziario, che provvede ai 
conseguenti adempimenti. L’accesso è consentito fino alla comunica-
zione della revoca della delega. 

 4.    Abrogato.  
 5. Gli esperti e gli ausiliari del giudice accedono ai servizi di con-

sultazione nel limite dell’incarico ricevuto e della autorizzazione con-
cessa dal giudice. 

 6. Salvo quanto previsto dal comma 2, gli avvocati e i procuratori 
dello Stato accedono alle informazioni contenute nei fascicoli dei pro-
cedimenti in cui è parte una pubblica amministrazione la cui difesa in 
giudizio è stata assunta dal soggetto che effettua l’accesso.» 

 «Art. 30 (   Pagamenti   ). — 1. Il pagamento del contributo unificato 
e degli altri diritti e spese è effettuato    esclusivamente tramite pagoPA, 
accedendo al portale dei servizi telematici. La ricevuta di pagamen-
to può essere acquisita automaticamente dai sistemi oppure trasmessa 
dall’interessato all’ufficio, secondo le modalità previste dall’articolo 5 
del CAD.  

  2. I sistemi del dominio giustizia verificano la regolarità delle rice-
vute di pagamento telematico.  

 3. – 6.    Abrogati   .» 
 «Art. 34 (   Specifiche tecniche   ). — 1. Le specifiche tecniche sono 

stabilite dal responsabile per i sistemi informativi automatizzati del Mi-
nistero della giustizia,    sentita l’Agenzia per l’Italia Digitale    e, limita-
tamente ai profili inerenti alla protezione dei dati personali, sentito il 
Garante per la protezione dei dati personali. 

 2. Le specifiche di cui al comma precedente vengono rese dispo-
nibili mediante pubblicazione nell’area pubblica del portale dei servizi 
telematici. 

  3. Fino all’emanazione delle nuove specifiche tecniche, continua-
no ad applicarsi, in quanto compatibili, le specifiche tecniche vigenti, 
già adottate dal responsabile per i sistemi informativi automatizzati del 
Ministero della giustizia.».    

  Note all’art. 3:
     — Si riportano gli articoli 107, 111  -bis   , 408, 409, 410, 411, 414 e 

415 del codice di procedura penale:  
 «Art. 107 (   Non accettazione, rinuncia o revoca del difensore   ). 

— 1. Il difensore che non accetta l’incarico conferitogli o vi rinuncia ne 
dà subito comunicazione all’autorità procedente e a chi lo ha nominato. 

 2. La non accettazione ha effetto dal momento in cui è comunicata 
all’autorità procedente. 

 3. La rinuncia non ha effetto finché la parte non risulti assistita 
da un nuovo difensore di fiducia o da un difensore di ufficio e non sia 
decorso il termine eventualmente concesso a norma dell’articolo 108. 

 4. La disposizione del comma 3 si applica anche nel caso di 
revoca.» 

 «Art. 111  -bis   (   Deposito telematico   ). — 1. Salvo quanto previsto 
dall’articolo 175  -bis  , in ogni stato e grado del procedimento, il deposito 
di atti, documenti, richieste, memorie ha luogo esclusivamente con mo-
dalità telematiche, nel rispetto della normativa, anche regolamentare, 
concernente la sottoscrizione, la trasmissione e la ricezione degli atti e 
dei documenti informatici. 

 2. Il deposito telematico assicura la certezza, anche temporale, 
dell’avvenuta trasmissione e ricezione, nonché l’identità del mittente e 
del destinatario, nel rispetto della normativa, anche regolamentare, con-
cernente la sottoscrizione, la trasmissione e la ricezione dei documenti 
informatici. 

 3. La disposizione di cui al comma 1 non si applica agli atti e ai 
documenti che, per loro natura o per specifiche esigenze processuali, 
non possono essere acquisiti in copia informatica. 

 4. Gli atti che le parti compiono personalmente possono essere de-
positati anche con modalità non telematiche.» 

 «Art. 408 (   Richiesta di archiviazione per infondatezza della notizia 
di reato   ). — 1. Quando gli elementi acquisiti nel corso delle indagini 

preliminari non consentono di formulare una ragionevole previsione 
di condanna o di applicazione di una misura di sicurezza diversa dalla 
confisca, il pubblico ministero, presenta al giudice richiesta di archivia-
zione. Con la richiesta è trasmesso il fascicolo contenente la notizia di 
reato, la documentazione relativa alle indagini espletate e i verbali degli 
atti compiuti davanti al giudice per le indagini preliminari. 

 2. Fuori dei casi di rimessione della querela, l’avviso della richiesta 
è notificato, a cura del pubblico ministero, alla persona offesa che, nella 
notizia di reato o successivamente alla sua presentazione, abbia dichia-
rato di volere essere informata circa l’eventuale archiviazione. 

 3. Nell’avviso è precisato che, nel termine di venti giorni, la perso-
na offesa può prendere visione degli atti e presentare opposizione con ri-
chiesta motivata di prosecuzione delle indagini preliminari. La persona 
sottoposta alle indagini e la persona offesa sono altresì informate della 
facoltà di accedere ai programmi di giustizia riparativa. 

 3  -bis  . Per i delitti commessi con violenza alla persona e per il reato 
di cui all’articolo 624  -bis   del codice penale, l’avviso della richiesta di 
archiviazione è in ogni caso notificato, a cura del pubblico ministero, 
alla persona offesa ed il termine di cui al comma 3 è elevato a trenta 
giorni.» 

 «Art. 409 (   Provvedimenti del giudice sulla richiesta di archiviazio-
ne   ). — 1. Fuori dei casi in cui sia stata presentata l’opposizione prevista 
dall’articolo 410, il giudice, se accoglie la richiesta di archiviazione, 
pronuncia decreto motivato e restituisce gli atti al pubblico ministero. 
Il provvedimento che dispone l’archiviazione è notificato alla persona 
sottoposta alle indagini se nel corso del procedimento è stata applicata 
nei suoi confronti la misura della custodia cautelare. 

 2. Se non accoglie la richiesta, il giudice entro tre mesi fissa la 
data dell’udienza in camera di consiglio e ne fa dare avviso al pubblico 
ministero, alla persona sottoposta alle indagini e alla persona offesa dal 
reato. La persona sottoposta alle indagini e la persona offesa sono altresì 
informate della facoltà di accedere ai programmi di giustizia riparativa. 
Il procedimento si svolge nelle forme previste dall’articolo 127. Fino al 
giorno dell’udienza gli atti restano depositati in cancelleria con facoltà 
del difensore di estrarne copia. 

 3. Della fissazione dell’udienza il giudice dà inoltre comunicazio-
ne al procuratore generale presso la corte di appello. 

 4. A seguito dell’udienza, il giudice, se ritiene necessarie ulterio-
ri indagini, le indica con ordinanza al pubblico ministero, fissando il 
termine indispensabile per il compimento di esse, altrimenti provvede 
entro tre mesi sulle richieste. 

 5. Fuori del caso previsto dal comma 4, il giudice, quando non 
accoglie la richiesta di archiviazione, dispone con ordinanza che, en-
tro dieci giorni, il pubblico ministero formuli l’imputazione. Entro due 
giorni dalla formulazione dell’imputazione, il giudice fissa con decreto 
l’udienza preliminare. Si osservano, in quanto applicabili, le disposizio-
ni degli articoli 418 e 419. 

 6.» 
 «Art. 410 (   Opposizione alla richiesta di archiviazione   ). — 1. Con 

l’opposizione alla richiesta di archiviazione la persona offesa dal rea-
to chiede la prosecuzione delle indagini preliminari indicando, a pena 
di inammissibilità, l’oggetto della investigazione suppletiva e i relativi 
elementi di prova. 

 2. Se l’opposizione è inammissibile e la notizia di reato è infonda-
ta, il giudice dispone l’archiviazione con decreto motivato e restituisce 
gli atti al pubblico ministero. 

 3. Fuori dei casi previsti dal comma 2, il giudice provvede a norma 
dell’articolo 409 commi 2, 3, 4 e 5, ma, in caso di più persone offese, 
l’avviso per l’udienza è notificato al solo opponente.» 

 «Art. 411 (   Altri casi di archiviazione   ). — 1. Le disposizioni degli 
articoli 408, 409, 410 e 410  -bis   si applicano anche quando risulta che 
manca una condizione di procedibilità, che la persona sottoposta alle 
indagini non è punibile ai sensi dell’articolo 131  -bis   del codice penale 
per particolare tenuità del fatto, che il reato è estinto o che il fatto non è 
previsto dalla legge come reato. 

 1  -bis  . Se l’archiviazione è richiesta per particolare tenuità del fat-
to, il pubblico ministero deve darne avviso alla persona sottoposta alle 
indagini e alla persona offesa, precisando che, nel termine di dieci gior-
ni, possono prendere visione degli atti e presentare opposizione in cui 
indicare, a pena di inammissibilità, le ragioni del dissenso rispetto alla 
richiesta. Il giudice, se l’opposizione non è inammissibile, procede ai 
sensi dell’articolo 409, comma 2, e, dopo avere sentito le parti, se acco-
glie la richiesta, provvede con ordinanza. In mancanza di opposizione, o 
quando questa è inammissibile, il giudice procede senza formalità e, se 
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accoglie la richiesta di archiviazione, pronuncia decreto motivato. Nei 
casi in cui non accoglie la richiesta il giudice restituisce gli atti al pub-
blico ministero, eventualmente provvedendo ai sensi dell’articolo 409, 
commi 4 e 5.» 

 «Art. 414 (   Riapertura delle indagini   ). — 1. Dopo il provvedimen-
to di archiviazione emesso a norma degli articoli precedenti, il giudice 
autorizza con decreto motivato la riapertura delle indagini su richiesta 
del pubblico ministero motivata dalla esigenza di nuove investigazioni. 
La richiesta di riapertura delle indagini è respinta quando non è ragione-
volmente prevedibile la individuazione di nuove fonti di prova che, da 
sole o unitamente a quelle già acquisite, possono determinare l’esercizio 
dell’azione penale. 

 2. Quando è autorizzata la riapertura delle indagini, il pubblico mi-
nistero procede a nuova iscrizione a norma dell’articolo 335. 

 2  -bis  . Gli atti di indagine compiuti in assenza di un provvedimento 
di riapertura del giudice sono inutilizzabili.» 

 «Art. 415 (   Reato commesso da persone ignote   ). — 1. Quando è 
ignoto l’autore del reato il pubblico ministero, entro sei mesi dalla data 
della registrazione della notizia di reato, presenta al giudice richiesta di 
archiviazione ovvero di autorizzazione a proseguire le indagini. 

 2. Quando accoglie la richiesta di archiviazione ovvero di autoriz-
zazione a proseguire le indagini, il giudice pronuncia decreto motivato 
e restituisce gli atti al pubblico ministero. 

 2  -bis  . 
 3. Si osservano, in quanto applicabili, le altre disposizioni di cui al 

presente titolo. 
 4. Nell’ipotesi di cui all’articolo 107  -bis   delle norme di attuazione, 

di coordinamento e transitorie, la richiesta di archiviazione ed il decreto 
del giudice che accoglie la richiesta sono pronunciati cumulativamente 
con riferimento agli elenchi trasmessi dagli organi di polizia con l’even-
tuale indicazione delle denunce che il pubblico ministero o il giudice 
intendono escludere, rispettivamente, dalla richiesta o dal decreto.». 

 — Il libro X del codice di procedura penale reca: «Esecuzione». 
 — Il libro XI del codice di procedura penale reca: «Rapporti giuri-

sdizionali con autorità straniere». 
 — Si riporta l’articolo 87  -bis    del citato decreto legislativo 10 ot-

tobre 2022, n. 150:  
 «Art. 87  -bis   (   Disposizioni transitorie in materia di semplifica-

zione delle attività di deposito di atti, documenti e istanze   ). — 1. Sino 
al quindicesimo giorno successivo alla pubblicazione dei regolamenti 
di cui ai commi 1 e 3 dell’articolo 87, ovvero sino al diverso termine 
previsto dal regolamento di cui al comma 3 del medesimo articolo per 
gli uffici giudiziari e le tipologie di atti in esso indicati, per tutti gli atti, 
i documenti e le istanze comunque denominati diversi da quelli pre-
visti nell’articolo 87, comma 6  -bis  , e da quelli individuati ai sensi del 
comma 6  -ter   del medesimo articolo, è consentito il deposito con valore 
legale mediante invio dall’indirizzo di posta elettronica certificata inse-
rito nel registro generale degli indirizzi elettronici di cui all’articolo 7 
del regolamento di cui al decreto del Ministro della giustizia 21 febbraio 
2011, n. 44. Il deposito con le modalità di cui al periodo precedente 
deve essere effettuato presso gli indirizzi di posta elettronica certificata 
degli uffici giudiziari destinatari, indicati in apposito provvedimento del 
Direttore generale per i sistemi informativi automatizzati, pubblicato 
nel portale dei servizi telematici del Ministero della giustizia. Con il 
medesimo provvedimento sono indicate le specifiche tecniche relative 
ai formati degli atti e alla sottoscrizione digitale e le ulteriori modalità 
di invio. Quando il messaggio di posta elettronica certificata eccede la 
dimensione massima stabilita nel provvedimento del Direttore genera-
le per i sistemi informativi automatizzati di cui al presente comma, il 
deposito può essere eseguito mediante l’invio di più messaggi di posta 
elettronica certificata. Il deposito è tempestivo quando è eseguito entro 
le ore 24 del giorno di scadenza. 

 2. Ai fini dell’attestazione del deposito degli atti dei difensori in-
viati tramite posta elettronica certificata ai sensi del comma 1, il per-
sonale di segreteria e di cancelleria degli uffici giudiziari provvede ad 
annotare nel registro la data di ricezione e ad inserire l’atto nel fascicolo 
telematico. Ai fini della continuità della tenuta del fascicolo cartaceo, 
il medesimo personale provvede altresì all’inserimento nel predetto 
fascicolo di copia analogica dell’atto ricevuto con l’attestazione della 
data di ricezione nella casella di posta elettronica certificata dell’uffi-
cio e dell’intestazione della casella di posta elettronica certificata di 
provenienza. 

 3. Quando il deposito di cui al comma 1 ha ad oggetto un’impugna-
zione, l’atto in forma di documento informatico è sottoscritto digital-

mente secondo le modalità indicate con il provvedimento del Direttore 
generale per i sistemi informativi automatizzati di cui al comma 1 e 
contiene la specifica indicazione degli allegati, che sono trasmessi in 
copia informatica per immagine, sottoscritta digitalmente dal difensore 
per conformità all’originale. 

 4. L’atto di impugnazione è trasmesso tramite posta elettronica cer-
tificata dall’indirizzo di posta elettronica certificata del difensore a quel-
lo dell’ufficio che ha emesso il provvedimento impugnato, individuato 
ai sensi del comma 1, con le modalità e nel rispetto delle specifiche 
tecniche ivi indicate. 

 5. I motivi nuovi e le memorie sono proposti, nei termini rispet-
tivamente previsti, secondo le modalità indicate nei commi 3 e 4, con 
atto in formato elettronico trasmesso tramite posta elettronica certifi-
cata dall’indirizzo di posta elettronica certificata del difensore a quel-
lo dell’ufficio del giudice dell’impugnazione, individuato ai sensi del 
comma 1. 

 6. Le disposizioni di cui ai commi 3, 4 e 5 si applicano a tutti gli 
atti di impugnazione comunque denominati e, in quanto compatibili, 
alle opposizioni di cui agli articoli 461 e 667, comma 4, del codice di 
procedura penale e ai reclami giurisdizionali previsti dalla legge 26 lu-
glio 1975, n. 354. Nel caso di richiesta di riesame o di appello con-
tro ordinanze in materia di misure cautelari, personali o reali, l’atto di 
impugnazione, in deroga a quanto disposto dal comma 3, è trasmesso 
all’indirizzo di posta elettronica certificata del tribunale di cui all’arti-
colo 309, comma 7, del codice di procedura penale. 

  7. Fermo restando quanto previsto dall’articolo 591 del codice di 
procedura penale, nel caso di proposizione dell’atto ai sensi del com-
ma 3 del presente articolo l’impugnazione è altresì inammissibile:  

   a)   quando l’atto di impugnazione non è sottoscritto digitalmente 
dal difensore; 

   b)   quando l’atto è trasmesso da un indirizzo di posta elettronica 
certificata che non è presente nel registro generale degli indirizzi elet-
tronici di cui al comma 1; 

   c)   quando l’atto è trasmesso a un indirizzo di posta elettronica 
certificata non riferibile, secondo quanto indicato dal provvedimento 
del Direttore generale per i sistemi informativi automatizzati di cui al 
comma 1, all’ufficio che ha emesso il provvedimento impugnato o, nel 
caso di richiesta di riesame o di appello contro provvedimenti resi in 
materia di misure cautelari, personali o reali, a un indirizzo di posta elet-
tronica certificata non riferibile, secondo quanto indicato dal provvedi-
mento del Direttore generale per i sistemi informativi automatizzati di 
cui al comma 1, all’ufficio competente a decidere il riesame o l’appello. 

 8. Nei casi previsti dal comma 7, il giudice che ha emesso il prov-
vedimento impugnato dichiara, anche d’ufficio, con ordinanza l’inam-
missibilità dell’impugnazione e dispone l’esecuzione del provvedimen-
to impugnato. 

 9. Ai fini dell’attestazione del deposito degli atti trasmessi tramite 
posta elettronica certificata ai sensi dei commi da 4 a 6 e della continuità 
della tenuta del fascicolo cartaceo, la cancelleria provvede ai sensi del 
comma 2.»   

  Note all’art. 4:

      — Si riporta l’articolo 4 del citato decreto del Ministro della giu-
stizia 21 febbraio 2011, n. 44, come modificato dal presente decreto:  

 «Art. 4 (   Gestore della posta elettronica certificata del Ministero 
della giustizia   ). — 1.    Abrogato   . 

 2. Gli indirizzi di posta elettronica certificata degli uffici giudiziari 
e degli UNEP, da utilizzare unicamente per i servizi di cui al presente 
decreto, sono pubblicati sul portale dei servizi telematici e rispettano le 
specifiche tecniche stabilite ai sensi dell’articolo 34. 

 3. Il Ministero della giustizia garantisce la conservazione dei log 
dei messaggi transitati attraverso il proprio gestore di posta elettronica 
certificata per cinque anni.» 

 — Per gli articoli 27 e 30 del decreto del Ministro della giustizia 
21 febbraio 2011, n. 44, come modificati dal presente decreto, si vedano 
le note all’articolo 2.   
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